The state of P
Appllcatlon Securlty
programs in 2021

Application security carries its own unique
challenges. But as vulnerabilities mount, how are
security professionals keeping up with the threats

posed to their organizations?
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but development teams don't want to
apply security to their workflow...
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35%

of organizations report
that security slows
down dev time
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+75%

of applications have at
least one flaw

Edgescan Vulnerability Statistics Report 2021

and half of internal vulnerabilities
are considered high risk

Security concerns should be addressed from the outset,
but there's still a problem:
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o of cybersecurity leaders apply the same risk prioritization model
76 /o for appsec as they do for infrastructure security (not treating it as

its own program)

Vulcan Cyber and Pulse (survey name) 2021

Conclusion

VULCAN.




