
As workflows transition to the cloud, security 
professionals must now contend with an entirely 
new attack surface. How are they doing?

The state of
 Cloud Security
programs in 2021
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78% of professionals would consider it “very” to “extremely” 
helpful to have a single dedicated cloud security

 Conclusion
While organizations are rightly tapping into the potential of cloud data storage, the 

resulting rising vulnerabilities fast outpace security programs' processing and prioritization 
efforts. But security concerns should not prevent migration to the cloud. Organizations 
need to secure their cloud in a dedicated cloud security program, and implementing a 

dedicated single-source-of-truth risk mitigation solution for multi-cloud security can help 
this process become more efficient and ultimately more secure.

TM

TM

98%
of companies have 

experienced a cloud data 
breach in the last 18 months

55%
of enterprise workloads are

 expected to be in a PUBLIC CLOUD within
twelve months

of organizations are “very” to 
“extremely” concerned about 

cloud security…

But as cloud adoption accelerates, security programs 
don’t match the pace...
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 of cloud users make use
of multiple cloud vendors

81%
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73%
41%
High

32%

41%

23%

3%
1%

Not at all concerned extremely concerned


